Introduction


Why should you care about database protection legislation? After all, it hardly seems a topic likely to evoke passion or fervor. Unless, of course, you happen to be part of the database industry, part of some enterprise which wants access to information in databases, or someone interested in digital issues or cyberlaw generally. In short, you may think that database regulation is an arcane topic of appropriate interest only to a highly motivated (and possibly perverse) minority.  


But consider the following: databases are collections of information arranged for ease of retrieval. If our economy is a “knowledge economy”, then knowledge is more than power, it’s gold for the information age. And what does that make databases? That’s right — the storehouses. 


If you are unmoved by analogies, consider the fact that databases touch almost every facet of our modern lives. Scientific data, the efficacy of life saving drugs, and crime statistics — these are all databases. If these examples are too remote, then turning closer to home, telephone directories, stock markets, auction indexes, real estate listings, catalogs, and yes, even sports statistics are usually embodied in database form. 


At the instigation of certain database owners, Congress is considering passing some form of legislation protecting databases. What is envisioned, broadly, is a law which makes it illegal to take information from databases without permission. The devil, of course, is in the details. Which databases are covered? What information is protected? Under what circumstances will the taking of protected database information be forbidden? 


These are significant questions. After all, we want database owners to have sufficient incentives to create and maintain databases. However, we also want to protect the free flow of information. We want to make sure that scientists, academics, businesses and others have some reasonable access to the data they need in order to make new and beneficial works and discoveries. It is also important to make sure that any legislation is a valid and lawful exercise of Congress’ powers. 


When considering the debates surrounding database legislation, it is important to be aware of the broader context. Is database protection even necessary? What kinds of legislation would be permissible under the United States Constitution? The following articles address these issues. They provide a legal, economic, and historical context against which database protection can be understood and appreciated. 


First, is database legislation necessary? Congress should be careful about enacting legislation which will inhibit the free flow of information. Accordingly, database protection legislation may be unwise if the database industry is already adequately protected by existing laws and business practices. The first two articles take up this line of inquiry. 


First, what about copyright protection for databases? The database industry has claimed that it was well protected by copyright until the seminal decision in Feist Publications, Inc. v Rural Telephone Service Co., which found a “garden variety” telephone directly insufficiently “original” to merit copyright protection. Before Feist, they argue, facts were protected. After Feist, the rug was pulled out from under the industry, precipitating the need for new protection. Caleb Groos exposes this story as a myth, providing a legal-historical perspective on the rationale for and extent of copyright protection. As Groos explains, Feist represented the affirmation of the majority rule rather than a rude departure from the norm. 


Kerri Smith then explores the robust and ever-expanding area of electronic contract law. The digital era is here, and with it, new ways of protecting information. We are by now all familiar with clicking on a computer screen to accept various contract terms (which are probably read about as infrequently as their paper copy predecessors). Smith’s article gives us a comprehensive account of the electronic contract in its varied guises: shrinkwarp, clickwrap, and browsewrap. These contracts are legally enforceable means of restricting uses of information in databases, and may already offer powerful protection for the database industry—without the government itself stepping in and blocking the dissemination of facts and data. 

The next two articles deal with the legal framework undergirding database legislation. Tim Pomarole first examines the constitutionality of database protection legislation. Database legislation cannot be passed under the Intellectual Property Clause of the Constitution because it prohibits the protection of raw facts which database legislation seeks to encompass. However, the most plausible alternative, the Commerce Clause, normally a versatile Congressional tool, cannot be used to enact database legislation if such protection would constitute an end run around the requirements of the Intellectual Property Clause. The piece concludes that the best hope for a constitutional form of database protection would be one based on misappropriation. 


Stefanie Kandzia and Tim Pomarole’s article further develops the misappropriation theme and examines the requirement of time sensitivity. A misappropriation claim has several elements, but perhaps the most conceptually tricky one is the requirement that any information taken by a competitor be time-sensitive. Any legislation based on a misappropriation model will have to properly incorporate this requirement. Therefore, Kandzia examines the contours of time sensitivity as they have been shaped by successive court decisions. 


 Finally, some of the strongest proponents of database protection legislation appear to be thriving even the absence of this legislation, reports Jason Gelman. Gelman’s piece describes the trials and triumphs of the legal publishing industry. The three industry leaders have a very hefty market share, crowding out even those competitors whose services can be accessed for free.  


Taken together, these articles provide an in-depth look at the nuances of the debates surrounding database legislation, and suggest that stronger protection for databases is legally problematic, and perhaps unnecessary.

